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	DEFINITIONS


        


Ada PROGRAMMING LANGUAGE.  Ada is a high-order computer programming language design for applications in Mission Critical Defense Systems (MCDSs) as detailed in ANSI/MIL�STD�1815A.





AUTHENTICATION.  The procedure used by the Government in verifying that the specification content is acceptable.  Authentication does not imply acceptance or responsibility by the Government for the specified item to perform successfully.





AUTOMATIC DATA PROCESSING EQUIPMENT (ADPE).  This includes general-purpose Electronic Data Processing Equipment (EDPE) and peripherals, Punch Card Machines (PCMs), and Electronic Accounting Machines (EAMs).





BASELINE.   A configuration identification document, or a set of such documents (regardless of media), formally designated and fixed at a specific time during a configuration item's life cycle.  Baselines, plus approved changes to the baselines, constitute the current configuration identification.





BATTLEFIELD AUTOMATED SYSTEM (BAS) (see also MISSION CRITICAL DEFENSE SYSTEMS [MCDSs]).  A system employing computer resources that operates, or has components that operate, within the boundary of the battlefield, regardless of the function, mission, or battle involvement.  The system may provide offensive, defensive, or direct/indirect support.  Examples of such systems are Weapons; Command, Control, and Communications (C3); Intelligence; Avionics; Missiles; Combat Support; and Combat Services Support systems.





COMBAT  DEVELOPER.  The agency or command responsible for the formulation of concepts, doctrine, organization and materiel objectives, and requirements for the employment of U.S. Army forces in a theater of operations and in the control of civil disturbances.  The combat developer formulates Army functional systems (logistics, personnel, administrative, etc., as designated) that impact directly on or extend into a theater of operations.  The U.S. Army Training and Doctrine Command (TRADOC) is the Army's principal combat developer.





COMPUTER.  Electronic machinery which, by means of stored instructions and data, performs rapid complex calculations or compiles, correlates, and selects data.  Examples are analog and digital processors, data processors, electronic calculators, hybrid computers, communications processors, and microprocessors.


COMPUTER DATA.  A representation of facts, concepts, or instructions in a structured form suitable for acceptance, interpretation, or processing by communication among computer equipment.  Such data can be external to (in computer�readable form) or resident within the computer equipment and can be in the form of analog or digital signals.





COMPUTER DATA DEFINITIONS.  Definitions of basic elements of information operated upon by hardware in responding to computer instructions.





COMPUTER EQUIPMENT/COMPUTER HARDWARE.  Devices capable of accepting and storing computer data, executing a systematic sequence of operations on computer data or producing computer outputs.  Such devices can perform substantial interpretation, computation, communications, control, or other logical functions.  Examples are central processing units, disks, drums, microprocessors, and automatic test equipment.





COMPUTER FIRMWARE (or FIRMWARE).  Programs or instructions that are stored in read�only memory.  Firmware is software in unalterable form; it is software regardless of the media it is stored in.





COMPUTER, GENERAL-PURPOSE.  A computer designed to solve a large variety of problems (e.g., a stored program computer that may be adapted to any of a very large class of applications).





COMPUTER PROGRAM.  A series of computer instructions or statements designed to cause the computer equipment to execute an operation or operations.  Computer programs include operating systems, assemblers, compilers, interpreters, data management systems, utility programs, sort�merge programs, and maintenance/diagnostic programs.  They also include applications programs such as operational flight, satellite navigation, automatic test, crew simulator, or engineering analysis programs.  Computer programs may be general purpose in nature or be designed to satisfy the requirements of a specialized process or a particular user.  In a broader sense, a computer program also includes its associated documentation (see definition of "COMPUTER SOFTWARE DOCUMENTATION" below).





COMPUTER PROGRAM MEDIA.  Material that stores data (e.g., magnetic media such as hard disks, floppy diskettes, magnetic tape; electronic media such as Read-Only Memory [ROM], Programmable ROM [PROM], Erasable PROM [EPROM], Ultraviolet EPROM [UVEPROM]). 





COMPUTER RESOURCES.  The totality of computer hardware, associated interface equipment, computer software, personnel, documentation, supplies, and services.





COMPUTER SOFTWARE (or SOFTWARE).  A combination of associated computer instructions and computer data definitions required to enable the computer hardware to perform computational or control functions.  Software can consist of one or more computer programs.





COMPUTER SOFTWARE DOCUMENTATION.  Documentation includes technical data such as specifications, manuals, descriptions, computer listings, etc.  The documentation contains design, details of computer software, and operating instructions for using or supporting the computer software to obtain desired results from computer equipment during the software's life.





Documentation includes all information, data analysis, algorithms, etc., that have been generated, acquired, or applied in developing computer programs for the system and system support equipment.  Generally, the documentation is human-readable, but may be recorded on magnetic media not readily readable without printing or displaying to a computer monitor screen.





Code generated from source code to be used to replicate code on a Replication, Distribution, Installation, and Training (RDIT) system to a medium loadable and executable on target field systems will not generally be human-readable, but still falls into the category of computer software documentation.





Computer software documentation is a subset of computer system documentation.





COMPUTER SOFTWARE QUALITY.  The degree to which a software product processes a specified set of attributes necessary to fulfill a stated purpose.





COMPUTER SOFTWARE QUALITY EVALUATION.  Activities that measure and assess the quality of a software product and its associated documentation, processes, etc., throughout the acquisition life cycle of the system.  These activities are typically conducted by an independent organization (i.e., an organization that differs from that which is directly involved in the system/development acquisition process).





COMPUTER SYSTEM.  An assembly consisting of interacting computer equipment and computer software necessary to perform a specified end�item use.





COMPUTER SYSTEM DOCUMENTATION.  Information that describes the technical details of the computer system over its life cycle.  Documentation includes, but is not limited to, equipment design specifications, engineering drawings, operator manuals, technical orders, computer software documentation, system specifications, flow diagrams, and interface specifications.





CONFIGURATION  ITEM.  An aggregation of hardware/software, or any of its discrete portions, that satisfies an end�use function and is designated by the Government for configuration management. Configuration items may vary widely in complexity, size, and type; from aircraft, electronic, or ship system, to a test meter or round of ammunition.  During the operation and maintenance period, any repairable item designated for procurement is a configuration item.





CONFIGURATION  MANAGEMENT.  A discipline applying technical and administrative direction and surveillance to achieve the following:





a.	Identify and document the functional and physical 	characteristics of a configuration item





b.	Control changes to those characteristics





c.	Record and report change processing and implementation status. 	It includes configuration identification, control status 	accounting and audits.





DELTA TRAINING.  Training provided to software users which specifically covers changes to the particular software.








DEVELOPMENT  ACTIVITY.  The organization, within a major DA command, that is assigned the program/project management responsibility for research, development, testing, and evaluation of a system in order to achieve a required initial operational capability.





DEVELOPMENT CONFIGURATION.  The contractor's or in�house developed software and associated technical documentation that defines the evolving configuration of the software during the development phase.  It is under the development contractor's (or development activities') configuration control and describes the software configuration at any stage of the design, coding, and testing effort.





DISTRIBUTION.  The process of providing the field user with replacements for failed computer program sets at his/her request, or the process of issuing new version computer program sets.





EMBEDDED COMPUTER RESOURCES.  The totality of computer resources that form a subsystem or part of any MCDS (e.g., intelligence collection system, target acquisition system, or weapon system).





END ITEM MANAGER.  The manager assigned the readiness responsibility for a transitioned system.





FIELDED SOFTWARE.  That software that is deployed in and with the MCDS.





FIRMWARE.  See "COMPUTER FIRMWARE".





FIRST ARTICLE TEST.  The test and evaluation of production items to demonstrate that the items delivered fulfill the requirements and specifications of the production contract or agreement.





HOST (SUPPORT) COMPUTER EQUIPMENT.  Computer hardware and peripherals used to develop or support software for MCDS.  This equipment is usually general in nature (i.e., not embedded in a specific system).





INSTRUCTION SET ARCHITECTURE.  The attributes of the digital computer as seen by a machine (assembly) language programmer.  The conceptual structure and functional behavior of a digital computer as distinct from the physical implementation of design, data flow, and logic.





INTERNAL SYSTEM CONTROL.  Any device, automatic or manual, that controls the operations of a system without external stimulus.





INTEROPERABILITY.  The capability of a system to receive and process intelligible information between or among other systems regardless of whether those systems perform the same battlefield function.





LIFE CYCLE SOFTWARE ENGINEERING/SUPPORT.  The sum of activities during a system life cycle that are required to ensure that the fielded software supports the system operational mission.





MISSION CRITICAL COMPUTER RESOURCES (MCCRs).  Computer resources employed by MCDSs except as covered under AR 750�43, Test, Measurement, and Diagnostic Equipment.


�
MISSION CRITICAL DEFENSE SYSTEMS (MCDSs).  Systems that are essential to the execution of a defense mission whether used as weapon systems or for intelligence and cryptology related to national security or command and control of military forces.  


MCDSs encompass all systems that operate, or have components that operate, within the boundaries of the battlefield, as well as systems that support battlefield systems.  Such systems include, but are not limited to, systems for special training, integral diagnostic testing, simulations, calibration, graphical display, satellites, war planning, warning, surveillance, reconnaissance, electronic warfare, mapping, charting, airlift, communications, navigation, fire control, and logistics in direct support of operational forces.





POST DEPLOYMENT SOFTWARE SUPPORT.  That part of life cycle software engineering support accomplished for a deployed system.





PROGRAM DESIGN LANGUAGE.  A language (such as Ada) that facilitates the design of software.





REPLICATION.  The process of copying and verifying a computer program from a master media onto a blank Computer Program Media (CPM) that is suitable for loading the program into the target computer equipment.





RDIT.  A collective process that manages and performs PDSS battlefield support by providing software replication, computer program set distribution, software installation, and field user delta training elements of the RDIT process.  This process includes acquisition of appropriate CPM (e.g., diskettes, magnetic tape, printed circuit boards) and replication equipment (e.g., diskette and tape duplicators and PROM burners) to support the software replication process; assembly and distribution of the updated computer program sets (i.e., media and documentation) via appropriate channels; coordination of appropriate installation support (e.g., teams to the field, telephone support); and coordination of any necessary field user delta training for the updated software.





SOFTWARE ENGINEERING.  The branch of science and technology that is devoted to the design, coding, testing, and use of software.  Design criteria include correctness, efficiency, modularity, time, and cost.





SOFTWARE ENHANCEMENTS.  Changes made to improve existing software performance, maintainability, or reliability which do not result in an expansion of the system's (MCDS) performance envelope.





SOFTWARE IMPROVEMENTS.  Changes made as a result of new requirements which substantially expand the capability of the system (MCDS) beyond the established performance envelope.  These changes are considered as additional/new developments.





SOFTWARE REFINEMENTS.  Changes necessary to correct errors and defects which reduce the effectiveness of the system (MCDS) or render it inoperable, and those changes required in response to evolving/changing doctrine, tactics, techniques and/or threats.





SOFTWARE SUPPORT ENVIRONMENT.  The hardware, software, and facilities used to develop and maintain software.  This includes computers, consoles, printers, computer programs, data, documentation, simulators, space, and personnel.





TARGET PROCESSORS (COMPUTERS).  The totality of computer hardware that forms a subsystem or part of an MCDS (e.g., intelligence collection, target acquisition, and/or weapon system).





UNIT.  The lowest-level entity specified in the detailed design which completely describes a nondivisible function in sufficient detail to allow implementation code to be produced and tested independently of other units.





VALIDATION.  The evaluation activities carried out to ensure that the final product satisfies the system/subsystem specifications and user's/support requirements.





VERIFICATION.  The iterative process of determining whether the products of each step of the development process fulfills all requirements levied by the previous step and that the requirements contained in the successive products are traceable to, and consistent with, those of the previous step.
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