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	SECTION II � ACQUISITION AND DEVELOPMENT





This section of the CRLCMP addresses complete management planning for the acquisition, development, and delivery of <SYSTEM> computer resources.  Development approaches, computer�assisted tools, necessary facilities, costs and schedules, and standardization efforts will be covered.  The participation of the combat developer, acquisition manager, Test and Evaluation Directorate (T&E), and the designated Life Cycle Software Engineering Center (LCSEC) is also covered.  The section will address software safety, the risks involved, and the tradeoffs to be considered.





II.A		COMPUTER RESOURCES ACQUISITION STRATEGY





This section of the CRLCMP addresses the acquisition methods and approaches that will be followed throughout the development, testing, and fielding of <SYSTEM> computer resource items.  Examples of acquisition methods are competitive development, "in�house" development, Nondevelopmental Items (NDIs), Preplanned Product Improvement (P3I), Military Adaptation of Commercial Items (MACI), and utilization of reusable software assets, whether Government-owned or Commercial Off-the-Shelf (COTS).  The following paragraphs describe program schedules and funding, computer resources of the target and developmental systems, standardization and commonality efforts, and security considerations.  The benefits and associated risks of implementing the acquisition strategy will also be covered.  The use of reusable software products is encouraged whenever possible.





This section of the CRLCMP addresses the data rights and licensing agreements  as they pertain to the <SYSTEM> software and technical data.  Examples of data rights are unlimited, restricted Government-purpose, limited, and unpublished.  DOD must acquire restricted rights when procuring software, according to Defense Federal Acquisition Regulation Supplement (DFARS) 227.481-1(c).  If DOD has fully funded a project that results in the creation of software by a contractor, it may attempt to acquire unlimited rights in the software.  DOD will either rely upon an unlimited rights clause contained in the contract or claim that because the Government fully funded the creation of said software, it has such unlimited rights by regulation.  Furthermore, it is DOD policy to acquire unlimited rights in software resulting from a Government contract.  The aim of the data rights and software licensing agreement for <SYSTEM> software procured under a DOD contract should be language which does not restrict the Government's use or incur added costs to the project during PDSS.





II.B		PROGRAM SCHEDULES AND FUNDING





This section includes schedules and budgets that identify the following information:





a.	In�Process Reviews (IPRs) and Army Systems Acquisition Review 	Councils (ASARCs), as well as informal techniques for monitoring 	software development.





	The status of the computer software development is monitored 	in 	the formal reviews and audits marking major project milestones 	(i.e., System Design Review [SDR], Preliminary Design Review 	[PDR], Critical Design Review [CDR], Functional Configuration 	Audit (FCA), and Physical Configuration Audit [PCA]) and at 	interim progress reviews as deemed necessary by the <SYSTEM> PM.  	(Reference should be made to MIL�STD�973).





b.	A program schedule that will present the details of the system 	development activities, including the integration of the 	software development with the development of other system 	components





	The <SYSTEM> contractor is required to submit, on a monthly 	basis, project milestone charts that graphically depict the major 	project milestones and contract deliverables; and to report the 	actual work status against these planned activities.  (This 	requirement should be stated in the contract.)





c.	Funding levels for contracts, equipment, facilities, concurrent 	engineering, and LCSEC personnel





d.	A plan for implementing contractor performance measurement using 	DOD cost/schedule control system criteria (or cost/schedule status 	report) to include software cost/schedule monitoring





II.C		COMPUTER RESOURCES





This section identifies the computer resource components for each of the following items:





a.	Target Computer System(s) (hardware, operational software, and 	documentation)





	[This section should identify the specific hardware


	configuration that will be employed.  Depending on system 	requirements, the configuration might be fully specified by the 	Government with no contractor options, or the contractor may be 	permitted to recommend a configuration.]





	All software for the <SYSTEM> will be developed and maintained 	using the Ada programming language.  The development support 	software includes tools for editing, compiling, assembling, 	debugging, testing, simulating, and documenting to facilitate 	rapid correction, test, and verification of program modules.  	If the Ada programming language will not be used in this 	system, an Ada waiver must be obtained.  This section should 	indicate whether Ada will be used in the system and, if not, 	whether an Ada waiver has been initiated.





	Contractor�developed documentation will be prepared and 	delivered in accordance with the Contract Data Requirements List 	(CDRL).  Selected data items for development and support of the 	software system will be governed by MIL-STD-498 or other 	commercial standard used for the acquisition. 





b.	Elements of the Developmental Software Support Environment 	(DSSE) (host computer system, hardware, support software, 	documentation, test support, simulation tools, or models)





	[This section should identify here requirements and plans for 	software support during development and in the post-deployment 	phase.  The following information should be furnished:





	(1)	Indicate whether the contractor will develop a Software 			Development Facility (SDF) or use an existing or Government 			facility





	(2)	Indicate what the SDF will contain (e.g., test bed, 


		simulator, test case generator)





	(3)	Indicate whether the Government will establish a facility for 		a designated Software Support Activity (SSA).  If so, 				indicate where it will be located, who will operate it, and 			how it will be acquired.





	(4)	Indicate other life cycle software support features as 				described in MIL-STD-498 or commercial practices.





c.	Life Cycle Software Support Environment (LCSSE) (host computer 	system, hardware, support software, documentation, test 	support or simulation tools or model).  Information such as 	footprint and electrical power requirements should be provided.





d.	RDIT computer resources and documentation for the replication of the <SYSTEM> software from the LCSSE media to the fieldable software media shall be specified in this area.  Such replication resources shall be capable of maintaining the volume of media necessary to provide for field releases to meet all requirements.





II.D		STANDARDIZATION, COMMONALITY, AND REUSABILITY





This section addresses and identifies the use of the following items:





a.	Hardware and software components





b.	Use of standard languages (Program Design Language [PDL], and 	implementation language, with any approved waivers)





c.	Support Environment Elements (Government�designated equipment, 	software, or documentation)





d.	Documentation (CDRLs)





e.	Software engineering practices and guidelines to be used 	during system development and maintenance





f.	Requirements analysis to identify potential reusable assets





g.	Proliferation management.  Identify controls implemented to 	reduce proliferation





h.	Use of Army Common Hardware and Software (CHS).


�



II.E		SOFTWARE METRICS





The Software Test and Evaluation Panel (STEP) has developed a suite of metrics that are used to measure the performance of software as it is being developed during a contract.  The Department of the Army (DA) has now mandated, through AR 73-1, that these metrics be imposed on all future contracts.  Metrics are divided into three subcategories:  management metrics, requirement metrics, and quality metrics.  STEP metrics are to be applied in accordance with the SED document titled Streamlined Integrated Software Metrics Approach (SISMA) Guidebook---Application of STEP Metrics, dated 12 July 1993.  The following subparagraphs describe the metrics in each category that are required in each contract and for discussion in the CRLCMP:





a.	Management metrics measure the management performance during 	a 	contract and consist of cost metrics, schedule metrics, 	computer resource utilization metrics, and software engineering 	environment metrics.  Cost metrics provide insight into 	cost/schedule variances, indicate trouble areas, and identify 	trends for future cost and schedule.  Schedule metrics allow 	visibility into software development progress as it evolves as 	well as changes and adherence to planned schedules.  Computer 	resource utilization metrics define current status of resources, 	rates of approaching allowable limits/targets, and projected 	resource utilization at completion of contract.  The minimum 50-	percent computer resource reserve, as established in AMC-R 70-16 	for future 	growth and product improvements, will be observed.  	Software engineering environment metrics define the maturity level 	of the processes used by a contractor in developing software.





b.	Requirements metrics measure the performance of the 	requirements as they evolve during a contract.  These metrics 	consist of requirements traceability metrics, requirements 	stability metrics, and design stability metrics.  Requirements 	traceability metrics define the measure of the "adherence of 	the 	software products to their requirements at various levels and 	identifies percentages of software/system requirements that can be 	traced to the design, code, and test documentation."  Requirements 	stability metrics indicate the degree to which changes to the 	requirements or changes in the developer's understanding of the 	requirements impacts a software development effort.  Design 	stability metrics indicate the amount of changes to the design of 	the software as well as measuring the completeness of the design 	over time.  


c.	Quality metrics measure the overall quality of the software as 	it evolves and consist of the complexity metrics, breadth of 	testing metrics, depth of testing metrics, fault profile 	metrics, and reliability metrics.  Complexity metrics measure 	the quality of the evolving design and code in terms of the 	control structure and size of the software.  Breadth of 	testing metrics indicate the degree to which Computer Software 	Units (CSUs) have been tested.  Fault profile metrics provide 	insight into the quality and maturity of the software and 	insight into the developer's ability to fix known faults.  	Reliability metrics measure the contribution of the software 	to 	the overall system mission failure and the length of system 	downtime associated with software failures, and provides an 	indication of the number of faults remaining in the software.





II.F		RISK MANAGEMENT





System design analyses and tradeoff considerations are as indicated in the <SYSTEM> specifications.  Additional analysis and tradeoff studies will be conducted as necessary to evaluate potential risk areas.  Risk areas requiring special monitoring will be identified, and procedures for monitoring and assessing the risk will be implemented as defined in Section III.C.  Currently, identified items of concern are as follows:


�
a.	Technical risks





b.	Cost risks





c.	Schedule risks.





Risk assessment and analysis, as defined in Section III.C, will include the tracing of requirements back to the user's requirements.  Risk analysis will take into account the system's throughput, storage, and performance requirements.





II.G		DESIGN METHODOLOGY





Specific design practices that should be used are contained in DOD Instruction 5000.2, Part 6, Section D.1.b(9).





II.H		THROUGHPUT AND RESERVE MARGINS





This paragraph describes a plan to ensure that a minimum of 50�percent reserve in computer resource capacity (memory, processor throughput, and input/output channels) shall exist at First Unit Equipped (FUE) (i.e., 50 percent of installed capacity in reserve at FUE) in order to provide for subsequent growth and preplanned product improvements.





II.I		RISK AREA IDENTIFICATION





This section identifies resources (people, facilities, training, funding) needed to support risk analysis, software safety, and methods for their control.





II.J		SECURITY AND VIRUS PROTECTION





Using the guidance contained in AR 380-19, all computer resources will be evaluated to determine the level of trust required.  After evaluation, the appropriate level of trust as outlined in DOD Directive 5200-28(STD) will be achieved.  All computer resources will be accredited under the provisions of DOD 5220.28M (Industrial Security Manual) while under development at contractor facilities, and under the provisions of AR 380-19 after transition to the Army.  All documentation considered for publication or release will be checked against the appropriate Time-Phased Security Classification Guide to ensure that classified or sensitive data is not compromised.  If a Time-Phased Security Classification Guide does not exist, this paragraph will require that one be written.  A Security Engineering Management Program that identifies, evaluates, and eliminates or contains system vulnerabilities to known or postulated security threats will also be developed.  During design and development of the system, the application of scientific and engineering principles will be employed to identify and reduce system susceptibility to damage, compromise, or destruction.
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