	COMPUTER RESOURCES LIFE CYCLE MANAGEMENT PLAN�PRIVATE ��


	(CRLCMP) 


	<SYSTEM> 





	SECTION I � GENERAL 





I.A		INTRODUCTION





This section provides an overview of the Computer Resources Life Cycle Management Plan (CRLCMP) for the <SYSTEM> computer resources.  It also includes a complete identification of the system (i.e., name, abbreviation, and nomenclature). 








I.B		<SYSTEM> CRLCMP MAINTENANCE 





The <SYSTEM> CRLCMP is a living document, updated throughout the life cycle of the <SYSTEM> computer resources.  The ongoing nature  of the <SYSTEM> CRLCMP reflects the result of agreements and decisions made at the <SYSTEM> Computer Resource Working Group (CRWG) meetings.  Maintenance of the <SYSTEM> CRLCMP is the responsibility of the <SYSTEM> Project/Program/Product Manager (PM) through the <SYSTEM> CRWG.





All requests for changes or updates to be incorporated in the <SYSTEM> CRLCMP are addressed by the <SYSTEM> CRWG.  The office and address to which comments may be submitted will be provided in this area of the CRLCMP by the <SYSTEM> CRWG.








I.C		APPLICABLE DOCUMENTS 





Appendix A defines all applicable documents that are either referenced within this CRLCMP or are applicable in preparing this document.








I.D		DEFINITIONS





Appendix B defines all definitions necessary in order to fully understand this CRLCMP.








I.E		ACRONYMS AND ABBREVIATIONS





Appendix C defines all acronyms and abbreviations used within this CRLCMP.








I.F		SYSTEM DESCRIPTION





This section summarizes the mission and major functions of the operational system.  It identifies the operational needs, purpose, and applications to be satisfied by the system.  The design approach and computer resources required will be described.  A functional diagram of the system will also be included.  In addition, in accordance with AR 70-1, the program category should be indicated to announce the level of interest and investment the Army is committed to in acquisition of the <SYSTEM> and criteria surrounding its major milestone decisions.








I.G		COMPUTER RESOURCE ISSUES





This section identifies and addresses critical issues, objectives, risks, costs, methodologies, and evaluation criteria.  It also discusses relationships to other programs, projects, or systems, i.e., the Army Battle Command System (ABCS).








I.H		PARTICIPATING ORGANIZATIONS AND WORKING GROUPS





This section lists the organizations and working groups that are actively participating in the management of computer resources for  the system with a brief description of their major computer resources responsibilities.  Responsibilities presented in this section are typical and should be adapted to the specific system requirements.  Additions, deletions, or changes should be made as may be applicable to tailor this document to the specific requirements of the <SYSTEM> CRLCMP.








I.H.1		Organizations.





The following subparagraphs define the organizations involved in the acquisition of the <SYSTEM> computer resources and their particular responsibilities.  This list should be tailored to each <SYSTEM>.





I.H.1.1	Project  Manager.   The <SYSTEM> PM has the overall responsibility for the life cycle management, development, and acquisition of the <SYSTEM> computer resource items; and is responsible for preparing a CRLCMP for the <SYSTEM>.  The PM will initiate the establishment of a <SYSTEM> CRWG, which he will chair, to aid in this task. The primary functions to be performed by the <SYSTEM> PM include, but are not limited to, the following:





a.	Planning the course of the development, testing, integration, production, and support programs; and setting the criteria for decisions based on all factors that could affect the system life cycle, including the following factors:


�
	(1)	Operational and support concepts for both hardware and software computer items to include fielding new software versions (i.e., replication, distribution, installation, and training) and software media replacements





	(2)	Economic constraints





	(3)	Technological constraints and risk analysis





	(4)	Tradeoffs between hardware and software applications





	(5)	Scheduling constraints.





b.	Ensuring that the computer resource items are properly integrated into the overall system and that they operate properly in the automated battlefield environment, including the interoperability with other systems





c.	Ensuring that proper documentation, including a software Suitability/Supportability Statement (SSS) and software support environment are available to provide proper fielding of the <SYSTEM> and to enable transfer to the post�deployment support organization





d.	Ensuring the overall quality of the system, including reliability and mission effectiveness





e.	Providing Ada waiver, where applicable





f.	Reviewing contractor progress during system development, and maintaining procedures to ensure deployment of the system within previously defined requirements





g.	Ensuring timely completion of development and operational testing, and coordinating the test results with responsible agencies





h.	Ensuring that Interface Design Descriptions (IDDs), Interface Requirements Specifications (IRSs), and Technical Interface Design Plans (TIDPs) are implemented to preclude mismatches in intraservice, interservice, multiservice, and international system interfaces.





I.H.1.2	U.S. Army Communications�Electronics Command (CECOM). CECOM Centers, Directorates, and Offices are responsible for providing functional matrix support to the <SYSTEM> PM within their respective functional areas.  In addition, each serves as the focal point within their respective area of responsibility for organizations external to CECOM that are responsible for providing support to the <SYSTEM> project.





I.H.1.2.1	Software Engineering Directorate (SED).  SED is the single command focal point for all <SYSTEM> computer software resource activities within CECOM.  SED is designated by the <SYSTEM> PM to act as the PM's surrogate during predeployment for all computer software employed in the <SYSTEM>.  In general, SED is the computer resource manager for the <SYSTEM> computer software resources, which include the following items:





a.	Operating systems





b.	Utilities





c.	Database systems





d.	Computer language





e.	Application software





f.	Software media, regardless of the type of media:





	(1)	Magnetic disk and diskette





	(2)	Magnetic tape





	(3)	Firmware (i.e., Read�Only Memory [ROM], Programmable Read�Only Memory [PROM], Erasable Programmable Read�Only Memory [EPROM])





	(4)	Other.





The SED organization is shown in Figure I�1.








I.H.1.2.1.1		SED Management Support.  SED is responsible for providing management assistance in the following manner:





a.	Participating, with the <SYSTEM> Development Activity and the <SYSTEM> Combat Developer, in specifying responsibility for maintaining and modifying the <SYSTEM> computer resources





b.	Providing membership to the <SYSTEM> CRWG, Test and 	Integration Working Group (TIWG), Configuration Control Board (CCB), Source Selection Evaluation Board (SSEB), system reviews, and other activities that may be designated or requested by the <SYSTEM> PM





c.	Providing the <SYSTEM> PM or System Manager with a review statement indicating the concurrence of SED with the <SYSTEM> CRLCMP









































(A current operational organization chart should be provided here.  The chart should, as a minimum, display those functions, and their relationship to each other, that are relevant to the CRLCMP system.)


















































FIGURE I-1.  SED OPERATIONAL ORGANIZATION











d.	Participating in the preparation and award of the contract by performing the following activities:





	(1)	Participating in Request for Proposal (RFP) preparations, proposal evaluation, and source selection





	(2)	Assisting in the preparation of the Statement of Work (SOW), Contract Data Requirements List (CDRL), Baseline Cost Estimate (BCE), project management documents, contracts and associated specifications, and contracting strategies





	(3)	Reviewing solicitations/RFPs for <SYSTEM> computer resources prior to issuance, and providing concurrences





	(4)	Participating in the <SYSTEM> SSEB, contract negotiations, and pre�award survey





e.	Providing an SSS for each software version release.





f.	Employing metrics to measure the effectiveness of computer 	resources.





I.H.1.2.1.2		SED Technical Support.  SED is responsible for providing technical assistance by performing the following activities:





a.	Developing and adapting methodology to improve the <SYSTEM> Computer Software design, acquisition, and management processes in order to reduce overall <SYSTEM> software cost and to improve <SYSTEM> software quality





b.	Examining the <SYSTEM> CRLCMP for the analysis and justification of deviations from the requirements for the target system's High-Order Language (HOL) and for reviewing Ada waivers





c.	Ensuring the standardization of <SYSTEM> computer equipment, computer program media, replication equipment, software, and support facilities





d.	Performing engineering software evaluations in order to ensure functionality, traceability, and supportability





e.	Making recommendations regarding <SYSTEM> design features that enhance ease of support, operation, and training





f.	Identifying potential <SYSTEM> computer resource problems that affect supportability, and recommending design and schedule tradeoffs that can avoid or minimize such problems





g.	Performing <SYSTEM> computer resource design, development, documentation, configuration and data management, and testing functions in response to changes.








I.H.1.2.1.3		SED Post Deployment Software Support (PDSS).  SED is responsible for providing PDSS by performing the following activities:





a.	Providing the <SYSTEM> PM or System Manager with information necessary to determine the resource needs of SED for post deployment support of the <SYSTEM>





b.	Determining the <SYSTEM> software suitability, supportability, and sustainability throughout the system life cycle





c.	Identifying and developing new <SYSTEM> support software, tools, and components as may be required





d.	Assisting the PM in applying the principles of Integrated Logistics Support (ILS) to all <SYSTEM> software development and support





e.	Approving support software documentation required to support the <SYSTEM> computer resources over the system life cycle





f.	Designing and implementing <SYSTEM> computer resources, particularly for the following areas:





	(1)	Coordinating software releases 





	(2)	Testing software products





	(3)	Preparing software version and documentation





	(4)	Maintaining version control, and performing software configuration and data management





	(5)	Ensuring that all <SYSTEM> software requirements are met 





g.	Providing advice and assistance in the planning, coordination, and performance of RDIT for software changes.





h.	Preparing necessary transition plans, procedures, and milestones 	(or approving them if proposed by a contractor).





I.	Coordinating with field users to identify requirements for 	computer resource changes to enhance usability, viability, 	effectiveness, security, reliability, supportability, or 	sustainability.					


	


I.H.1.2.2	Test and Evaluation Directorate (T&E).  The Test and Evaluation Directorate (T&E) is responsible for providing assistance by performing the following activities:





a.	Reviewing the <SYSTEM> test plans, procedures, and reports so that the <SYSTEM> PM can be advised of the content of these documents





b.	Reviewing and evaluating <SYSTEM> trouble  reports, corrective actions, requests for deviations and waivers, design changes, and changes in test procedures





c.	Participating in <SYSTEM> Project Control Board (PCB), CRWG, CCB, and TIWG meetings





d.	Reviewing and evaluating contractor's software development, Quality Assurance (QA), and related practices and procedures





e.	Participating in formal and informal reviews





f.	Witnessing <SYSTEM> software and hardware production testing/integration/system acceptance.








I.H.1.2.3	Command, Control, Communications, and Intelligence Acquisition Center (C3IAC).  C3IAC has the responsibility for providing assistance to the <SYSTEM> PM in matters pertaining to procurement policies and procedures.  This assistance includes participating in the development of the <SYSTEM> computer resources acquisition strategy, and the responsibility for ensuring that all required computer resource items are specified as deliverable in all applicable contractual documents.





I.H.1.2.4	Directorate for Materiel Management (MM).  MM is responsible for providing support to the <SYSTEM> PM in the following areas:  provisioning, cataloging, preparing budgets, depot maintenance programming, and total package fielding.








I.H.1.2.5	Directorate for Readiness (RE).  RE provides mission support and guidance to the <SYSTEM> PM as the focal point within CECOM for the AMC Program�Managed Systems Assessment (PMSA), which provides the analysis for determining the ability to field a fully supportable system on schedule.  The RE also provides system field support through the use of Logistics Assistance Representatives (LARs) for production and PDSS systems.








I.H.1.2.6	Directorate for Logistics and Maintenance (L&M).  LM is responsible for establishing maintenance man�hour allocations for computer resources throughout the life cycle of the <SYSTEM>.








I.H.1.2.7	Directorate for Resource Management (RM). RM is responsible for providing independent quantitative and cost and budget evaluations on the system to the PM.








I.H.1.2.8	Directorate for Systems Management (SM).  SM is responsible for Level II Matrix Management.  SM directs the functional matrix to perform Army Materiel Plans (AMPs) acquisition planning and execution (end items); to perform fielding, post�fielding, and product improvement management; to serve as the CECOM focal point for PMs; and to formulate ILS plans, strategies, and concepts for assigned programs.





I.H.1.2.9	Command, Control, and Systems Integration Directorate (C2SID).  C2SID is responsible for <SYSTEM> communications equipment and systems, and for providing technical support in the following areas:





a.	Systems and equipment analysis





b.	System equipment specifications





c.	Interoperability and system integration





d.	Test plans and procedures





e.	Threat analysis.








I.H.1.2.10		Directorate for Program Analysis and Evaluations.  The Directorate for Program Analysis and Evaluations is responsible for providing assistance to the PM in the guidance of system analysis studies and evaluations as necessary in support of the system resource management.  Serves as the command focal point for the development and maintenance of all Memoranda of Understanding (MOUs).








I.H.1.2.11		Product Integrity and Production Engineering Directorate (PIPE).  PIPE will provide matrix support to the PM by participating in production tests and by overseeing QA activities.  PIPE also acts as a focal point for the coordination of the software materiel release process.








I.H.1.2.12		Space and Terrestrial Communications Directorate (S&T COMM).  S&T COMM is responsible for technical requirements and functional performance of communications systems procurements.  S&T COMM will provide technical requirements, evaluate technical proposals, and participate in reviews, tests, and audits for communications systems.








I.H.1.2.13		Safety Office (SO).  SO provides advice, assistance, and support to the PM on all matters pertaining to the safety programs, including the system being developed, tested, procured, and fielded.








I.H.1.3	PM Test, Measurement, and Diagnostic Equipment (TMDE).  The PM, TMDE is responsible for providing assistance in the selection and acquisition of test, measurement, and diagnostic equipment for the <SYSTEM> computer resources.








I.H.1.4	U.S. Army Training and Doctrine Command (TRADOC). TRADOC is responsible for preparing and maintaining the Operational Requirements Document (ORD) for the <SYSTEM> project.  Specifically, the TRADOC System Manager (TSM) is responsible for coordinating the revalidation of <SYSTEM> computer resource requirements with the <SYSTEM> PM, and for providing support for the PM in the acquisition, test, and deployment of the <SYSTEM>.





TRADOC is the Combat Developer and user representative for the <SYSTEM> project.  [Indicate the TRADOC proponent activity.]  TRADOC provides support in the following areas:





a.	Ensures system responsiveness to user needs





b.	Provides and administers training programs





c.	Supports the conduct of operational testing





d.	Establishes and administers Combat Developer Software Facility (CDSF) centers for evaluating and modifying doctrine, tactics, and requirements.








I.H.1.5	U.S. Army Test and Evaluation Command (TECOM).  TECOM is responsible for conducting and overseeing the development and production testing and evaluation of <SYSTEM> computer resource items.  TECOM is also responsible for providing approval for all development and production test procedures in the acquisition of <SYSTEM> computer resource items.








I.H.1.6	U.S. Army Materiel Systems Analysis Activity (AMSAA).  AMSAA verifies that the technology needed to develop the system is sufficiently mature to issue an RFP.  AMSAA will document this verification in an Independent Evaluation Report (IER).








I.H.1.7	U.S. Army Logistics Evaluation Agency (USALEA).  USALEA is responsible for providing assistance in logistic support planning for <SYSTEM> computer resources, and for participating in reviews that evaluate the adequacy of the Integrated Logistics Support Plan (ILSP) for the <SYSTEM> computer resources.








I.H.1.8	U.S. Army Operational Test and Evaluation Command (OPTEC).  OPTEC is responsible for planning and conducting independent operational tests for the <SYSTEM> computer resources that are required to evaluate the <SYSTEM> in the operating environment.  OPTEC's responsibilities are as follows:





a.	Manage the Continuous Comprehensive Evaluation (C2E) portion of the <SYSTEM> Continuous Evaluation Program





b.	Develop and execute the following plans:





	(1)	Independent Evaluation Plan (IEP)





	(2)	Outline Test Plan (OTP)





	(3)	Test Design Plan (TDP)





	(4)	Test Report and IER.





c.	Provide IERs on Production Lead Time (PLT) activities.








I.H.1.9	U.S. Army Materiel Command (AMC).  AMC is responsible for overall computer resource management policy for Army Mission Critical Defense Systems (MCDSs).  AMC Headquarters reviews and provides approval for the <SYSTEM> CRLCMP, and coordinates the computer and system engineering activities for the <SYSTEM> with TRADOC and other Army commands and/or services.








I.H.1.10	National Security Agency (NSA).  The Director of NSA is designated the National Manager for telecommunications and automated systems security.  NSA provides support for the <SYSTEM> Continuous Evaluation Program by providing doctrinal guidance.  NSA is responsible for the following items:





a.	Cryptologic equipment and functions





b.	Telecommunications systems and automated information systems security





c.	Evaluation of the <SYSTEM> computer resources for vulnerability to hostile interception and exploitation





d.	Review and approval of all standards and techniques for telecommunications and automated information systems security 





e.	Certification of the security of the <SYSTEM>.








I.H.1.11	Intelligence and Security Command (INSCOM).  INSCOM is responsible for performing a threat analysis of the system, and for providing advice and guidance to the PM on Automatic Data Processing (ADP) system security.








I.H.1.12	Contractors.  The <SYSTEM> contractor, with oversight by the Government Project Leader, is responsible for the development and production of the <SYSTEM> computer resources.  <CONTRACTOR> is responsible for the [indicate whether design, development, and/or production] of the <SYSTEM> computer resources in accordance with the performance requirements specified in the contract.





The specific responsibilities (as specified in the contract) of PM, <CONTRACTOR> include, but are not limited to, the following activities:





a.	Plan the [indicate whether design/development/production] of the <SYSTEM> computer resources in accordance with the contractual baseline





b.	Direct and control the efforts of the Software Development Team for the design, test, and integration of the <SYSTEM> computer resources





c.	Conduct software design reviews in accordance with the contractual baseline





d.	Establish and execute an independent QA program for the contract





e.	Ensure that proper computer resource descriptive documentation is produced, maintained, and controlled during the development and production phases of the contract





f.	Ensure that all deliverables specified in the CDRL for the computer resources are produced and delivered in accordance with the program schedule and the contractual baseline





g.	Provide support for the computer resource items until [indicate whether ACCEPTANCE/IOC/DEPLOYMENT/X YEARS] as specified in the contract





h.	Demonstrate supportability of the <SYSTEM> software within the Life Cycle Software Support Environment (LCSSE) of the Software Support Agency (SSA)





i.	Provide a plan for the training requirements for SSA personnel.





In addition, the <SYSTEM> contractor PM is responsible for coordinating the acceptance testing and maintenance of any commercial computer resource items for integration with the <CONTRACTOR>�developed software.





[If multiple contractors are involved in the acquisition, the preceding should be repeated and tailored to each planned contract.]








I.H.2		Working Groups





I.H.2.1	CRWG.  The <SYSTEM> CRWG is comprised of members of the development, test, and support communities and provides a forum for the review and resolution of computer resource issues that may impact the  acquisition, deployment, and support of the system.  The CRWG is chaired by the PM or his designated representative.  The specific duties and responsibilities of the CRWG are delineated in the CRWG Charter, attached as Appendix D.








I.H.2.2	Other Working Groups.  The <SYSTEM> program also sponsors a TIWG, Integrated Logistics Support Management Team (ILSMT), Production Readiness Review Team, and Planning Tracking Group.
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