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1
INTRODUCTION tc "1
INTRODUCTION" \l 1 
This test report provides traceability through the life cycle of Joint Interoperability Test (JIT) 01‑04 for the Joint Air Defense System Integrator (ADSI), the Joint Forces Command (JFCOM), Joint Interface Control Officer (JICO) Support Tool (JST), U.S. Army Patriot Command Post (PCP), the U.S. Air Force Joint Surveillance and Attack Radar System (JSTARS), and the National Security Agency (NSA) Rivet Joint (RJ), as witnessed by representatives of the U.S. Army Communications-Electronics Command (CECOM) Software Engineering Center (SEC) Army Primary Test Unit Coordinator (APTUC) at Fort Monmouth, New Jersey; and the U.S. Army Aviation and Missile Command (AMCOM), Redstone Arsenal, Alabama.  A list of the JIT 01-04 APTUC and AMCOM test participants is provided as Appendix A.  This test report provides background test information, test objectives, work procedures, equipment involved, results achieved, and conclusions. 

2
SCOPE tc "2
SCOPE" \l 1 
The test report is prepared in accordance with MIL-STD-847B.  The purpose of the report is to aid in the dissemination and secondary distribution of reports, and the exchange of scientific and technical information.  Included in this standard is Department of Defense (DOD) Form 1473, Report Documentation Page, prepared by or for the departments and agencies of the DOD for SEC.  This test report ensures uniformity and provides an effective means of communicating test evaluation information.

2.1
Test Background.  The  tc "2.1
Test Background" \l 2 Joint Interoperability Test Command (JITC) JIT program is a continuation of the Joint Interoperability of Tactical Command and Control Systems (JINTACCS) Operational Maintenance Test (OMT) program that was designed to conduct tests to ensure, demonstrate, and document compatibility and interoperability of the Service/Agency (S/A) Command and Control (C2) systems for joint tactical operations.  The JIT program for Joint Tactical Air Operations (JTAO) is conducted under the auspices of the Joint Chiefs of Staff (JCS), who retain the authority for certification and recertification of the S/A C2 systems for joint operations.  The JIT program is conducted by the JITC element of the Defense Information Systems Agency (DISA).

The JIT program for JTAO uses specifically designed tests that examine the design functions of the S/A C2 systems for compliance with the functional capabilities defined in the DOD Interface Standard MIL-STD-6016A, MIL-STD-6011B, and the Interface Design Handbook (IDH).  On‑line analysis during testing and post-test off-line analysis, combined with the results and recommendations of the Joint Analysis Review Panel (JARP) meeting held after each test, are the basis for the test report.  This information is also the basis for the JITC Director's recommendation to the JCS regarding the success or failure of a system(s) evaluated during a particular JIT.

2.2
APTU/AMCOM Background.   tc "2.2
APTU/AMCOM Background" \l 2 The SEC APTU located at Fort Monmouth serves as the communication gateway for the joint/combined test systems to interface with U.S. Army Command, Control, Communications, and Intelligence (C3I) systems.  The AMCOM Software Engineering Directorate (SED) facility located at Redstone Arsenal is utilized by the U.S. Army Air Defense (AD) community as the remote test facility (RTF) for the conduct of joint data link certification testing.  The facility provides access to the RTFs of the other Services, and provides common air picture simulators, data link simulation, data collection, and automated data analysis tool capabilities.  The Air Defense Tactical Operations Center (ADTOC) Communications Processor (CP) and Patriot (Information Coordination Central [ICC] and Engagement Control Station [ECS]) are tactical Command, Control, and Intelligence (C2I) systems that were integrated into the facility during September 1998.  The Joint Tactical Air-to-Ground Station (JTAGS) system was integrated into the facility in October 1999.  The Theater High-Altitude Area Defense (THAAD) system is scheduled to be integrated into the AMCOM SED facility in Fiscal Year 2001 (FY01).

3
OBJECTIVE tc "3
OBJECTIVE" \l 1 
The objective of the JIT is to verify the interoperability of a system with other participating units.  A system's ability to properly transmit and receive JTAO message traffic allows for interoperability analysis.  The test scenarios are specified in the scripted scenarios contained in the JTAO test procedures.  Through the analysis of the JITs, potential problems can be identified in both software and hardware configurations, and the severity and impact of these problems on the interface can be determined.  The analysis subsequently concluded with a JARP meeting.

4
SECURITY tc "4
SECURITY" \l 1 
The information contained in this test report is unclassified.

5
TEST DESCRIPTION tc "5
TEST DESCRIPTION" \l 1 
5.1
System Under Test.   tc "5.1
System Under Test" \l 2 The purpose of JIT 01-04 was to test for the TADIL J certification of the Joint ADSI, Software Version 11.103.4; the JFCOM JST, Software Version 11.103.4; the U.S. Army Patriot BCP, Software Version 5.0.2; the U.S. Air Force JSTARS, Software Version 91W-USY2/E8C-F005-00A/DREV000; and the NSA RJ system, Software Version SS589-0914-12 (6CP).

5.2
Timing.   tc "5.2
Timing" \l 2 From 21 May through 6 June 2001, the APTUC at Fort Monmouth and AMCOM at Redstone Arsenal monitored/participated in JIT 01-04.  Other participating S/As were as follows:

a.
U.S. Air Force (USAF):  Langley Air Force Base (AFB), Virginia

b.
U.S. Marine Corps (USMC):  Camp Pendleton, California

c.
NSA:  Greenville, Texas

d.
JITC:  Fort Huachuca, Arizona.

5.3
Software Versions.   tc "5.3
Software Versions" \l 2 The software versions used for JIT 01-04 are listed in Table 1.

Table 1.  JIT 01-04 Software Versions tc "1
JIT 01-04 Software Versions" \f t 
	System
	Software

Version Number



	a.
Patriot BCP
	5.02



	b.
JSTARS
	91W-USY2/E8C-F005-00A/DREV000



	c.
Joint ADSI
	11.103.4



	d.
JST
	11.103.4



	e.
RJ
	SS589-0914-12 (6CP)



	f.
Patriot
	PDB-5



	g.
Joint Tactical Air Operations Module
	10.34



	h.
Forward Area Air Defense C2I
	5.1.14B



	i.
Multi-Link System Training Test Tool (MLST3)
	01.03.04



	j.
C3I Engineering and Evaluation System (CEES) at 
CECOM and AMCOM


	6.01c


5.4
Analysis.   tc "5.4
Analysis" \l 2 Raw data analysis was conducted for a period of three weeks immediately following the last day of JIT 01-04.  All violations of MIL-STD-6016A and implementation guidance were documented in Preliminary Trouble Report (PTR) format.  The analysis resulted in the generation of 239 PTRs that were submitted for disposition at the JIT 01-04 JARP meeting.  A total of 90 PTRs were written by the Army.

6
JOINT ANALYSIS REVIEW PANEL tc "6
JOINT ANALYSIS REVIEW PANEL" \l 1 
6.1
Opening Remarks.   tc "6.1
Opening Remarks" \l 2 Mr. Michael Molidor, of the JITC Air and Missile Defense Branch, convened the JIT 01-04 JARP meeting at 1030 hours, 10 July 2001, at Fort Huachuca.  A list of JARP attendees will be provided upon request as a hard copy.

6.1.1
S/A Spokespersons.   tc "6.1.1
S/A Spokespersons" \l 2 The S/A spokespersons for the JIT 01-04 JARP meeting were as follows:

a.
U.S. Army
- Mrs. Nalini Kukke

b.
USMC

- Ms. Julie Goodrich

c.
USN

- Mr. Vic Sandoval

d.
USAF

- Mr. Jesse Bruun 

e.
NSA

- Mr. Curtis Dorsey.

6.1.2
Discussion Items from the PTR Review.   tc "6.1.2
Discussion Items from the PTR Review" \l 2 Three Trouble Reports (TRs) with moderate impact statements were assigned against the Joint ADSI: JJ1615B, JJ1631B, and JJ1665B. TR JT1632B was assigned as critical.  For details on these TRs, see the JITC JTAO JIT 01-04 Test Report (classified).

After further discussion and evaluation, the critical operational impact statement in existing TR JT4347B assigned against the Joint was downgraded from critical to minor.  For details on this TR, see the JITC JTAO JIT 01-04 Test Report (classified).

TR JJ1684A was assigned against the Interface.  This TR will be taken to the Joint Configuration Control Board (JCCB), to have the JCCB decide if a reporting responsibility unit can clear IFF data on local tracks without using the J7.5 message.

6.2
Results.   tc "6.2
Results" \l 2 
6.2.1
New Trouble Reports.   tc "6.2.1
New Trouble Reports" \l 2 All test events were successfully executed, with the following exceptions documented in a total of 79 new TRs assigned during the JIT 01-04 JARP meeting:

a.
Fifty-nine TRs against the Joint ADSI

b.
Seven TRs against the JST

c.
Five TRs against  the JSTARS

d.
Four TRs against the Rivet Joint

e.
Two TRs against the Forward Area Air Defense (FAAD)

f.
One TR against  the Patriot BCP

g.
One TR against the Interface.

6.2.2
Modified Trouble Reports.   tc "6.2.2
Modified Trouble Reports" \l 2 Modification to existing TRs occurs when the test analysis reveals another aspect of an already documented problem.  At other times, modifications are made to close portions of existing problems as a result of successful testing.  Three TRs were modified during the JIT 01-04 JARP meeting:

a.
One JST TR 

b.
One JSTARS TR

c.
One Rivet Joint TR.

6.2.3
Open Trouble Reports.   tc "6.2.3
Open Trouble Reports" \l 2 The TRs that have been tested but continue to display the same problem(s) remain open.  During the JIT 01-04 JARP meeting, it was determined that five TRs would remain open:

a.
Three Rivet Joint TRs

b.
Two JSTARS TRs.

6.2.4
Closed Trouble Reports.   tc "6.2.4
Closed Trouble Reports" \l 2 When existing documented problems are successfully tested, the respective TRs can be closed.  The following 49 TRs were closed during the JIT 01-04 JARP meeting:

a.
Twenty four Rivet Joint TRs

b.
Twelve JST TRs

c.
Twelve JSTARS TRs

d.
One Patriot TR.

7
MEETING CONCLUSION tc "7
MEETING CONCLUSION" \l 1 
7.1
S/A Vote and Recommendation.   tc "7.1
S/A Vote and Recommendation" \l 2 The JARP recessed at 1030 hours on 12 July in order to prepare S/A position papers for the S/A vote and recommendation, and reconvened at 1045 hours on the same day for the vote and final comments.

7.1.1
JARP Action.   tc "7.1.1
JARP Action" \l 2 After the discussion and evaluation of 239 PTRs, the following JARP action was completed:

a.
Joint ADSI was assigned 59 TRs, 3 of which had a moderate adverse operational impact and one was assigned a critical impact statement.  

b.
JFCOM JST was assigned seven TRs, one of which had a moderate adverse operational impact.  A total of 12 existing JST TRs were closed.  

c.
USAF JSTARS was assigned five TRs, none of which had an adverse operational impact.  12 existing JSTARS TRs were closed.  

d.
U.S. Army Patriot BCP was assigned one TR, which did not have an adverse operational impact. 

e.
NSA RJ was assigned four TRs, none of which had an adverse operational impact.  A total of 24 existing RJ TRs were closed.  

7.1.2
Software Versions.   tc "7.1.2
Software Versions" \l 2 The following software versions were recommended for certification/noncertification:

a.
The S/As voted 3 to 2 to certify the Joint ADSI, Software Version 11.103.4, for joint interoperability with the Marine Corps and the Navy dissenting.

b.
 SEQ CHAPTER \h \r 2The S/As voted 2 to certify/validate, 2 abstained and one S/A did not vote on the  JFCOM JST, Software Version 11.103.4, for joint interoperability.

c.
The S/As voted 5 to 0 to certify the Patriot BCP, Software Version 5.0.2, for joint interoperability.

d.
The S/As voted 5 to 0 to certify the JSTARS, Software Version 91W-USK/E8C-F005-00A/DREV0000, for joint interoperability.

e.
The S/As voted 5 to 0 to certify the NSA RJ, Software Version SS589-0914-12 (6CP), for joint interoperability.

7.2
JITC Recommendations.   tc "7.2
JITC Recommendations" \l 2 After the S/A vote, the JITC may accept or reject the vote, and may or may not recommend to the JCS Joint Staff Command and Control (J6), the certification authority, certification of the systems under test.  The decision will be distributed via the DISA JITC Memorandum for Distribution.

The JIT 01-04 JARP meeting was adjourned at 1100 hours on 12 July.

8
OTHER BUSINESS tc "8
OTHER BUSINESS" \l 1 
8.1
TADIL Test Schedule.   tc "8.1
TADIL Test Schedule" \l 2 The TADIL Test Schedule, as of 26 June 2001, was updated through 27 June 2002.

8.2
TADIL Discussion Items.   tc "8.2
TADIL Discussion Items" \l 2 Mr. Molidor opened a discussion on several TADIL issues:

a.
Tactical systems will be certified for only those links tested.  There will not be any whole tactical system certifications.

b.
The S/As participation has been poor.  There needs to be more tactical systems participation. 

c.
A JIT QuickLook Report on the results of the JARP meeting will be issued by the JITC four days after the JARP meeting is completed.


d.
Tactical system evaluation is to be considered for both conformance to standards, and joint interoperability with other tactical systems.

e.
Test data will be used from the results of Service-level tests to reduce the amount of testing in the JITs.

8.3
X.25 Interface Configuration Test Briefing.   tc "8.3
X.25 Interface Configuration Test Briefing" \l 2 Mrs. Nalini Kukke, U.S. Army spokesperson, gave a briefing on the X.25 Interface Configuration Test conducted at Redstone Arsenal as a supplement to JIT 01-04.

8.4
JICO Joint Support Tool Overview.   tc "8.4
JICO Joint Support Tool Overview" \l 2 Mr. Tim Bougher, JFCOM, gave an overview on the functionality of the JICO Joint Support Tool.

8.5
Variable Message Format Overview.   tc "8.5
Variable Message Format Overview" \l 2 Mr. Lauro Teran, JITC Air and Missile Defense Branch, gave an overview on the status of the Variable Message Format progress in testing.  A copy of the presentation slides is available on request.

8.6
JIT Testing Philosophy.   tc "8.6
JIT Testing Philosophy" \l 2 Mr. Gerald Eddy, a USAF representative, requested permission from the JARP members to use Modular Control Equipment Software Version, 110.5, which has been slightly changed from the Certified Version, 110.4, without a complete JIT certification.  The software change was a two-word change in the coding.  The JARP members agreed and the JITC will recommend to their superiors that this process be adopted on a case-by-case basis for slight changes in certified software.

8.7
Joint Tactical Data Link Laboratory Overview.   tc "8.7
Joint Tactical Data Link Laboratory Overview" \l 2 Mr. Molidor gave a Joint Tactical Data Link (JTDL) Laboratory overview on the future of tactical air defense systems.  At the end of the presentation, he asked the S/A members to return to their commands and have the pertinent personnel express their thoughts and concerns on how to make the test certification process better.  Mr. Molidor expects all the S/As to deliver their input to the JITC in the near future.

9
TEST SCHEDULE tc "9
TEST SCHEDULE" \l 1 
The following list provides the schedule for upcoming JIT activities and JARP meetings:

a.
The JIT 01-05/Combined Interoperability Test (CIT) 01-02 is scheduled to be conducted from 1600 through 0200 hours, 16 through 27 July 2001.

b.
The JIT 01-06 is scheduled to be conducted from 1600 through 0200 hours, 30 July through 10 August 2001.

c.
The JIT 01-05 and JIT 01-06  JARP meetings are scheduled to be held the week of 11 September 2001 at Fort Huachuca, Arizona.
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  CEES Operator
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	Marion Whittaker, Tech Control
	SIGNAL
	Fort Monmouth

	Bennett Dodd, Analyst/Sim

  Operator
	ADT
	Redstone Arsenal, Alabama

	Rick Carr, Analyst/Sim Operator
	L EER
	Redstone Arsenal

	Frank Cepeda, Tech Control
	L EER
	Redstone Arsenal
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  Operator
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